What is it that makes today's anesthesia providers so good at managing patients safely through the trauma and discomfort of surgery? While many will cite the value of experience, the most critical factor is the availability of timely and relevant data that facilitates critical management decision making at appropriate junctures in the case.

The curious irony is that what has proven to be such a useful management strategy in the operating room is rarely applied to the management of the practice itself. Not only do most practices rely on data prepared by others that may or may not be relevant to the practice's current management challenges or completely accurate, but they also fail to recognize that reliable management data is worth what they are willing to pay for it.

Serious students of management data understand that effective business decision making requires data that meets three tests. 1) It must be accurate, which might not seem like such a big deal, but is more of a challenge than most would admit. Too many practitioners do not fully understand the challenges inherent
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For Carmel Schacar and I. Glenn Cohen of Harvard Law School, writing in Health Affairs, “uncertainty” was 2017’s word of the year for health law and bioethics. In many ways, that capsule summary suits a description of healthcare in general and anesthesia in particular during the past 12 months as the frenetic pace of change continued unabated and a new Administration sought to leave its mark.

Repeated attempts by a Republican Congress to dismantle the Affordable Care Act (ACA) consumed a good part of the year; the new Administration began loosening some regulatory requirements forged by the previous Administration, such as mandatory participation in some bundled payment programs; the Department of Health and Human Services lost a Secretary; the Centers for Medicare and Medicaid Services reduced anesthesia payments for several services for 2018, including screening colonoscopies; many anesthesia practices began the complex, at times confusing, transition to a value-based system through the Quality Payment Program; and pain specialists saw themselves become a focus of intensified federal agency probes into opioid-related fraud, waste and abuse.

As this issue of Communiqué is about to be published, the House and Senate passed and President Trump signed the Tax Cuts and Jobs Act of 2017. The bill’s healthcare provisions present yet more uncertainty as the legislation seeks to eliminate the individual mandate and reduce the federal support for Medicaid that were cornerstones of the ACA.

The current climate of lingering uncertainty makes it even more important for anesthesia practices to do everything that they can to do to stay focused, strong and compliant with the law. It is our hope that the articles in this issue of Communiqué will support your efforts in this regard as you enter the new year.

In our lead article, Jody Locke, ABC vice president of anesthesia and pain practice management services, extols the importance of accurate, timely and relevant data in keeping your practice on track.

Quality is key, along with “a commitment to use the data for decision making,” he writes. “Data for data’s sake has little to no value... Ideally, data management should always be a proactive process, focused on trends and exceptions to those trends.”

Also in this issue:

- In their first article for Communiqué, Frank Carsonie, JD, and Nathan Sargent, JD, of Benesch, Friedlander, Coplan & Aronoff LLP reveal, through a hypothetical example, why hospitals and hospital-based physician groups, anesthesia groups included, must carefully consider the unique facts and circumstances of each contractual arrangement into which they enter. They highlight the importance of transparency, clear documentation of a rationale, a conflict of interest policy and procedure, an objective board or governing body, and an external legal and compliance analysis as protective measures.

- Frequent contributor Will Latham, MBA, of Latham Consulting Group, Inc., returns with solid guidance on how to deal with a group member’s disruptive behavior. Rather than let one bad actor’s unprofessionalism plague the group, tarnish its reputation and jeopardize its hospital relationships, develop a system, grounded in a Code of Conduct, which delivers a swift and clear solution, Mr. Latham urges. A Code of Conduct immediately changes the situation from one of “your opinion versus my opinion” to “here is what you are doing compared to what the group has agreed to.” Problem (more quickly and dispassionately) solved.

- Kathryn Hickner, Esq., of Ulmer & Berne LLP returns with an in-depth look at business associate agreements (BAAs). They’re easy to overlook, but as the holder of the protected health information (PHI), your group must take the lead in making sure appropriate BAAs are in place, or it can cost you. This past April, the Center for Children’s Digestive Health paid Health and Human Services $31,000 to settle potential violations of the Health Insurance Portability and Accountability Act (HIPAA) following initiation of an investigation of a business associate. The Center began disclosing PHI to a record storage vendor, FileFax, Inc., in 2003, but neither party could produce a signed BAA prior to October 12, 2015.

- Finally, Mark F. Weiss, JD, of The Mark F. Weiss Law Firm offers several examples of compliance errors made by others and how you can use these unfortunate mistakes to guide and inform your own learning and reduce your risk. Like Mr. Carsonie and Mr. Sargent, Mr. Weiss recommends performing a compliance assessment of any proposed dealings with those who refer to you, or to whom you refer. He also encourages performing a simulated government investigation of your current arrangements to identify problem areas before they hurt you.

We look forward to seeing many of you at the American Society of Anesthesiologists PRACTICE MANAGEMENT™ 2018 in New Orleans, January 26-28, and extend warmest wishes for a happy, healthy and productive new year.

With best wishes,

Tony Mira
President and CEO

---
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Hospitals and hospital-based physician groups enter various types of service contracts ranging from exclusive arrangements that span multiple sites to non-exclusive arrangements for an individual facility or location. Despite considerable variation, the contractual arrangements between these providers are associated with common risk factors. Such arrangements cover numerous specialties and services, but some of the most common—and most important for clinical, operational and budgetary reasons—are for anesthesia, emergency medicine, pathology and radiology services.

Given the regulatory environment, these types of arrangements—and those with other related entities—inevitably involve a number of complex legal and compliance issues. It is critical for all parties involved to understand those risks, how and when they arise, and effective ways to minimize or eliminate them.

HYPOTHETICAL FACT PATTERN

Consider the following hypothetical fact pattern:

- XYZ Anesthesia Associates, LLC (XYZ) is an independent group of anesthesiologists with an exclusive clinical services contract with Regional Health System (Regional). Regional is a non-profit health system with tax-exempt status.
- Regional is currently exploring ways to upgrade its information technology systems and capabilities to better position itself for value-based reimbursement opportunities.
- As part of its contract with Regional, XYZ has the right to participate in the evaluation of possible improvements to the anesthesia department across the health system, including technology and operational matters.
- Health-Tech Ventures (Tech) is a start-up that offers various healthcare technology solutions that Regional would like to consider implementing, including software solutions related specifically to anesthesia. Tech and its solutions are not widely known or used, so landing Regional as a client would be a huge win for Tech, its investors and future business prospects. It would also showcase Tech’s technology capabilities. As a result, Tech is willing to offer Regional a deep discount on its standard software pricing structure. Tech also plans to include other ancillary services related to implementation, training and maintenance at a reduced price (or possibly for free).
- Two of XYZ’s physician owners are also among the initial investors in Tech who helped the start-up get off the ground financially. They are not involved in Tech’s day-to-day management.
- Chris Smith is a voting member of the Regional Health System Board of Directors (the Board). The Board reviews and approves key health system expenditures and projects, including updates to information technology systems. Smith is another initial investor in Tech who helped the start-up get off the ground prior to joining the Board.

The fact pattern above could have implications under the federal Anti-Kickback Statute (AKS), the federal self-referral laws (i.e., the Stark Law) and the federal civil monetary penalties, as well as the state law equivalents of each.
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in deciding whether the numbers should be based on date of entry (DOE) or date of service (DOS). 2) The information must be timely in order to allow real-time and proactive management decision making. Too often, practices must wait weeks for standard monthly reports, by which time critical opportunities may have come and gone. 3) Ultimately, any useful data must be specific to the business question being addressed. Inevitably, the data that is easiest to pull and compile, (i.e., the data contained in the most standard management reports) is of the least utility. Meeting these three criteria requires management to clearly identify and define its management reporting needs so that those preparing the information can understand and appreciate what is needed. Points of reference and benchmarks must be established in order to validate the numbers. There must also be a commitment to use the data for decision making. Data for data’s sake has little to no value. In other words, the consistent preparation of useful management information requires a commitment and an investment. While a practice inevitably will have ad hoc reporting requirements, the best data is that which has been carefully monitored and refined over time. Ideally, data management should always be a proactive process, focused on trends and exceptions to those trends.

Well-managed anesthesia practices consistently apply these principles to at least five aspects of their business:
1. Production data
2. Performance metrics
3. Productivity analysis
4. Financial monitoring
5. Quality measurement

Many do an excellent job in some of these areas, but few are consistent across the board. Given the competitive nature of today’s healthcare market, each is critical to the practice’s long-term viability. Many an anesthesia practice has recently lost its contract and franchise because it was not monitoring key management metrics closely enough to identify and anticipate critical practice challenges. Production Data

An anesthesia practice gets its monthly report from the billing office. According to the report, the month just closed resulted in only 1,200 cases, while the month before generated 1,500. Why the discrepancy? If the report was generated based on DOS, which should be the norm, then the most recent month cannot be considered complete; cases are still in process. What then, is the value of such a report when only the previous month’s data are complete?

So maybe the numbers are based on DOE? Why does this matter? Because neither is correct if the intent is to know how much work was produced. In DOE reporting there is no correlation between DOS, when the work was actually performed, and DOE, when it was reported. This is just one of the many data challenges practices must appreciate in designing their production tracking tools.

This challenge aside, what is the purpose of production data? Conventional wisdom holds that production data is intended to predict cash collections. There are at least three common means of measuring production and innumerable variations on the theme. Some providers like gross charges billed, but this is a very crude and imperfect metric. Others prefer number of cases, but a case is not always a case, even within the same line of business. Still others will look at unit production, since this is a more reliable predictor of revenue potential. One must always remember that anesthesia utilizes the most complex billing methodology involving a combination of ASA units, time units and flat-fee services paid based on a fee schedule. Such measures, however, only really allow one to trend production as up, down or flat over time.

If the intent is to monitor specific lines of business, then much greater specificity is required. Monitoring units per case may be a particularly useful way of determining if acute pain services are being used for orthopedic cases, for example. With the expansion of so many practices into the outpatient and office environment, it is often especially useful to track projected or expected revenue by line of business, but to do so requires careful attention to the assumptions used in determining expected collections by payer. Any measure of expected collections requires constant revalidation of the impact of contract rates and bad debt.

One huge factor is the impact of operational issues on production data. A drop in cases may not actually reflect a
drop in production, but rather, a glitch in charge capture. For example, sometimes ultrasound guidance charges may be held for lack of necessary documentation of the reason for using guidance to perform a block. As a general rule, about a week’s worth of charges is always still in process at the end of the month, although with the implementation of so many automated anesthesia record systems, the mandatory lag time to process charges has been increasing. In some academic practices using Epic, the lag time is as long as 10 days.

The challenge of medical direction cannot be overlooked in the design of management reporting. In the truly medically directed practice, CRNA production is ignored as it is attributed to the physician, but this may not always be appropriate. Sometimes it is useful to know how productive each CRNA is. Special consideration must always be given to ensure there is no double-counting of cases. As in so many things, it is all a matter of determining the practice’s business needs.

The basic principle of data management must allow for convenient migration from the general to the specific. Dashboards can be very useful in providing an overview of significant production trends, but the database must allow for logical drill-downs to identify underlying trends and issues. Reporting tools must reflect the dynamic nature of practice trends. Variance analysis can be very effective as long as it is not too simplistic. Be wary of billing options that allow only a limited menu of reporting options.

The typical anesthesia database contains a wealth of invaluable information. But data is not knowledge. What are the real-time business or management questions one needs to address? Data should be actionable. There is no value in reporting numbers for the sake of reporting numbers. They should either confirm that production is on track or identify potential areas of decline or weakness. One final point: whatever data served the practice’s needs yesterday probably will not meet the practice’s needs tomorrow. Business decision making is always a work in progress. While one cannot predict the future, most anesthesia practices are continually evolving. Careful monitoring of production trends, and especially, of payer trends, can help anticipate challenges and opportunities.

Performance Metrics

While production data allows practice management to track workload changes, performance metrics are critical to assess how effectively the billing staff are resolving the accounts receivable (AR). Are they collecting everything that is collectible based on industry standards? No billing office or outsourced billing vendor can resolve every account to the client’s complete satisfaction. There are simply too many variables. A common myth holds that big billing companies only collect the “easy dollars,” and that they don’t make serious efforts to collect on all patient balances that are due and owing. There is very little evidence that in this age of cell phones and caller ID, collection calls to patients yield much return.

Four standard industry metrics are used to assess AR management: 1) days in accounts receivable (DAR), 2) percentage of total AR over 120 days (% over 120), 3) bad debt percentage and 4) net collections percentage. It should come as no surprise that the last one is the most useful but the most difficult to define.

DAR measures the half-life of the AR; i.e., how long it takes to resolve the average account. DAR can be a useful metric to track over time. Any increase would indicate that there has either been a change in the practice or a change in the billing process, and the change should be carefully investigated. This is such a commonly used metric that it is easy to find benchmark data. The Medical Group Management Association (MGMA) is the most common source. The reality is that such benchmarks often simplify what is actually a complex process. Ultimately, historical trending is the most useful way of assessing DAR data.

It is often said that AR is like vegetables: the longer it sits on the shelf, the less value it has. This is why practices like to monitor the % over 120 day AR. Since collectability of accounts diminishes greatly over time, an increase in the % over 120 day AR portends lost revenue potential and may also indicate inadequate attention to problem accounts. Invariably, however, increases in % over
120 day AR are usually directly related to processing issues with specific payers. Managed Medicaid plans are a constant challenge, for example. While they may impact total AR, the actual value of unresolved accounts may not be all that significant.

The industry standard is for practices to track all AR based on gross charges—in other words, based on how the charge was billed. Because of the increasing disparity between charge and payment rates, many are starting to prefer AR reports based on expected collections. As will be discussed, this makes good sense, but the devil is in the details.

It has been said that any billing company can make its AR metrics look good simply by writing off old, unresolved accounts. This is why bad debt measures are useful. Bad debt can be defined as the disparity between actual and expected collections. Unfortunately, it can only be truly defined for participating payment plans. If the Blue Shield rate is $60 per unit and the practice routinely nets only $58, then there is a bad debt percentage of two percent. The question is how one determines the bad debt when the group charges $100 per unit to a patient with no insurance and the payment is $10 per unit. Can we really say there is 90 percent bad debt? Probably, yes. This is why overall bad debt will vary greatly based on the payer mix.

It is always useful to clarify what constitutes bad debt. There is value in tracking it, but the results must be interpreted carefully. As with other AR metrics, the goal is consistency.

Net collection ratio (NCR) is a very appealing concept. Ideally it measures how much of what is collectible is actually being collected. The underlying assumption is that, when the case is entered and the charge is calculated, it is also possible to predict the expected value of the case based on the patient’s insurance. While it is relatively easy to predict the allowable for a participating plan, it is not always possible to predict what the actual payment will be given that part of the payment will come from the payer and part from the patient. There may even be a coordination of benefits. Incidental services paid based on a surgical fee schedule such as invasive monitoring, nerve blocks, ultrasonic guidance and obstetric anesthesia charges often pose a special challenge.

As a general rule, NCR is more accurate and useful for contracted payers than for non-contracted plans and self-pay patients. The rule of thumb is that NCR should average 95 percent or above. The real question is how this is determined. If the calculation is based on DOS, then the only relevant data is at least six months old. DOE calculations will have no consistent relevance because there is no direct relationship between charges and payments.

The most effective strategy is to rely on a combination of metrics and a careful understanding of the specific implications of payer mix. These are essentially dashboard metrics that are intended to identify exceptions or negative trends at a general level. Meaningful analysis must progress from the general to the specific.

**Productivity Analysis**

There are four ways to increase provider compensation in an anesthesia practice: 1) attempt to negotiate better rates with contracted payers; 2) lean on the billing office to pursue open accounts more aggressively; 3) find ways to reduce the number of providers needed; or 4) improve utilization of nurse anesthetists and nurse practitioners. Most practices have had only limited success with the first in the current environment; as the percentage of government payers increases, the ability to negotiate meaningful increases in collections diminishes. Many would like to believe that micromanaging the billing process enhances collections, but the reality is that it really does not. Insurers consistently deny about 10 percent of all claims and patients pretty much pay what they can.
The one area where most practices are now focusing is operating room utilization and provider productivity. Pushing back on inefficient operating room utilization and right-sizing manpower and staffing are among some of the last options practices have to remain viable. This is where reliable and timely billing data can prove invaluable.

On both the facility and provider sides, the key to useful management is normalized data. Operating room utilization metrics must be normalized by anesthetizing location, and many prefer to normalize metrics by location and shift. In other words, how many rooms are in use from 7 am to 3 pm Monday through Friday, and what is the average productivity? Typical metrics include: cases per location day, units per location day, hours of anesthesia time per location day, and actual or expected collections per location day. Of these, the last two are probably the most useful. It is generally accepted that an anesthetizing location should generate 50 ASA units per day shift. Ideally, this generates at least $2,000 per shift if the yield per unit is $40. There are two reasons why practices need financial support from the hospital. Either productivity is well below the 50 unit per day target, or the impact of payer mix makes $40 an unrealistic target.

How does one use this kind of information? It must form the basis of a strategy for communicating with and educating administration. The key stakeholders must come to understand that the economics of anesthesia are in almost perfect alignment with those of the facility. The problem is that for years anesthesia was a free good. Realigning expectations with new economic realities can be a tedious and frustrating process. Appropriate data can help greatly in this regard. Ultimately, numbers don’t lie.

Provider productivity is the flip side of the same coin. Does the practice have the right staffing and the optimal mix of physicians and CRNAs, and are they all equally productive? It is often said that in most organizations 20 percent of the staff does 80 percent of the work. While this is probably never the case with an anesthesia practice, the principle of disparate levels of productivity still applies. Some practices will attempt to overcome this by means of complicated compensation and incentive systems. Others pay a salary and hope for the best. The harsh reality is that one cannot manage what one does not measure.

At the same time, mastering anesthesia productivity metrics is not a simple flip of the switch exercise. Assumptions must be carefully assessed. Typically, obstetric activity is excluded. Most prefer to focus only on weekday activity by shift. Each anesthetizing location should be clearly designated. Flip rooms must be accounted for. A decision must be made about what to do with acute pain revenue. Most prefer to attribute acute pain collections to the location where the surgical case was performed. The analysis of productivity for non-OR anesthesia (NORA) procedures can be tricky, as procedures may actually be performed in a variety of venues. The idea, though, is to establish a set of baseline metrics that can be tracked over time. Management data has no value unless it is actionable. The practice must be willing to act on its data.

Profitability by Business Line

It can be said that healing is an art, medicine is a science and healthcare is a business. Such is the new reality of anesthesia practice management. It is not enough to manage patients through the trauma and discomfort of surgery. It is not enough to focus on what happens within the four walls of the OR. It is what happens outside that will determine a practice’s success or failure. Cost accounting is anesthesia’s new reality. How much service can the practice provide, and for what price?

Anesthesia practices are becoming ever larger and more complex. Even relatively small practices are exploring a variety of expansion options that may include ambulatory surgery centers, specialty surgical hospitals, endoscopy centers, doctors’ offices and chronic pain management. Risk taking is increasing in the effort to grow market position and leverage. This represents a paradigm shift. It is easy to make mistakes. Not all opportunities pan out. Each business line’s profitability can have a significant impact on the practice as a whole. Many a practice has overcommitted itself to surgicenter and doctors’ office only to discover that it was actually losing money, which, with the proper financial management tools, could have been avoided. It is also a potential

Continued on page 8
What Is the Value of Data and What Data Has Value?
Today’s Anesthesia Management Challenge

Continued from page 7

fraud and abuse issue—providing services to a referral source at below cost can implicate real liability under the applicable fraud and abuse regulations.

The organizations that manage growth best have clear guidelines for acquiring new sites. They conduct a careful financial analysis of the coverage requirements and the revenue potential. They have enough experience to know when the data provided by the facility is reliable, reasonable or just wishful thinking. The bottom line is that any new site must give the practice an economic or strategic advantage. This is where the use of outside advisors proves to be so valuable.

The first step must be a clear understanding of the group’s baseline profitability. If the practice is currently generating $2,000 per anesthetizing location day, then it makes no sense to take on contracts for facilities that will yield much less unless there is some other justification. Before a group takes on a new venture, it would be prudent to perform careful review of the applicable fraud and abuse laws as well as financial modeling. This is the new reality.

Quality Measurement

It is often said that the focus on the economics of medicine means that the practice is more about the dollars than the quality of care. The opposite is true. Practices have to be able to justify their value empirically and not just anecdotally. Almost every exclusive contract now includes quality metrics.

This latest data challenge to anesthesia practices comes from a number of directions. On the federal level, the Quality Payment Program has made it necessary to comply with the submission policies of a Qualified Clinical Data Registry, such as that offered by ABC. This entails decisions about the measures to track and the means to capture and report them.

Hospital contract quality metrics may go beyond these. Adding a new data element to the list of what must be captured for every case is a three-step process: 1) the measure must be defined; 2) providers must have a user-friendly way of reporting it; and 3) the results must be confirmed, validated and timely so that issues may be acted upon. Many a physician has observed that this process is becoming less and less about the care and more and more about how the care gets reported.

Thus far, pay-for-performance measures have not had a significant financial impact on most anesthesia practices, but the evidence of their importance is growing. The consistent changes and confusion associated with quality measures require a dynamic data management strategy that can respond quickly to new regulatory realities.

Closing Thoughts

Anesthesia has evolved dramatically over the past few decades. Some may have found this particularly challenging, while others saw significant opportunity. The fact is that the specialty is uniquely positioned for the new realities of American medicine. Data has always been the key to effective clinical decision making. It is simply time to pull the lens back and put things in a broader perspective. It is a difference of degree, not of kind—a refinement of an existing skillset.

Just as anesthesia used to be viewed as a free good in the days when hospitals did not need to subsidize anesthesia departments, the data captured by billing companies used to be viewed as a free benefit of the relationship. It is now clear that you get what you pay for on both accounts. If you want to use anesthesia to sell more operating room availability, you have to pay for it. By the same token, if you want someone with a clear understanding of your practice’s business needs to mine the billing database, then it has value and a cost. If you want specific tools to address specific problems, then you need someone qualified to develop them for you. After all, if you have seen one anesthesia practice, you have seen one anesthesia practice.

Jody Locke, MA, serves as Vice President of Anesthesia and Pain Practice Management Services for Anesthesia Business Consultants. Mr. Locke is responsible for the scope and focus of services provided to ABC’s largest clients. He is also responsible for oversight and management of the company’s pain management billing team. He is a key executive contact for groups that enter into contracts with ABC. Mr. Locke can be reached at Jody.Locke@AnesthesiaLLC.com.
In addition, if a conflict of interest arises and is not properly managed, there could be additional repercussions under the Physician Payments Sunshine Act or related to Regional’s tax-exempt status.

What are the Legal and Compliance Risks?

The AKS1 imposes criminal and civil monetary penalties if any individual or entity is found to knowingly and willfully pay (or offers to pay), solicit or receive anything of value, directly or indirectly, in exchange for the referral of patients for any item or service that is covered (in whole or in part) by a federal healthcare program (e.g., Medicare, Medicaid). A violation would be considered a “kickback.”

The Department of Health and Human Services Office of Inspector General (OIG) and the Department of Justice, both of which are responsible for oversight and enforcement of the AKS, have also cited situations where there could be a “reverse kickback.” In a reverse kickback, for example, a hospital-based physician group would make some payment or provide some benefit beyond the value of the underlying clinical arrangement. Such a violation would be considered a “kickback.”

The Department of Health and Human Services Office of Inspector General (OIG) and the Department of Justice, both of which are responsible for oversight and enforcement of the AKS, have also cited situations where there could be a “reverse kickback.” In a reverse kickback, for example, a hospital-based physician group would make some payment or provide some benefit beyond the value of the underlying clinical arrangement. Such a violation would be considered a “kickback.”

Why does this matter? A violation of the AKS is considered a felony and is punishable by criminal penalties of up to $25,000 per violation and imprisonment of up to five years. Further, a violation may result in exclusion from participation in federal healthcare programs and the imposition of civil monetary penalties equal to three times the damages plus $50,000 per violation. Such a violation may involve whistleblower claims that could also trigger sanctions under the False Claims Act.

In the fact pattern above, XYZ has an existing exclusive clinical arrangement with Regional. If the contract compensation is set at fair market value and upon commercially reasonable terms, and the contract passed legal and compliance review when executed, there is little risk of an AKS violation on the part of Regional or XYZ related to the clinical aspects of the relationship. However, given the fact that two XYZ physicians are investors in Tech, and Tech wants to provide Regional with substantial discounts or free services, Regional should consider the AKS when evaluating the offer.

Based on the facts above, there likely is no AKS violation for Tech offering Regional substantial discounts because there is no evidence that the discounts are being offered to generate or reward referrals. In short, there is no intent for inappropriate inducement. However, if Tech’s discounts were tied to or contingent upon Regional extending XYZ’s exclusive contract or other benefits to XYZ under its contract (e.g., increased subsidy), the analysis would change entirely and such facts could implicate the AKS.

Note that, for the AKS to apply, remuneration must actually be offered, paid, solicited or received. Also, many reasonable and appropriate arrangements may be covered by the scope of the AKS. As a result, the OIG has published various regulatory safe harbors,2 narrowly defining business arrangements that may implicate the AKS but would be considered non-abusive to federal healthcare programs and not subject to prosecution. All elements of the applicable safe harbor must be satisfied in order for an arrangement to be protected.

In addition to the AKS, such an arrangement may involve the federal self-referral law, typically referred to as the Stark Law.3 A critical difference between the Stark Law and other federal healthcare laws: failure to satisfy an exception when the Stark Law is implicated means a per se violation. There is no room to maneuver based on surrounding facts and circumstances.

The Stark Law identifies the circumstances under which a physician may refer a Medicare patient to an entity (such as a hospital) for certain healthcare services (known as designated health services or DHS) if the physician or an

---

1 42 U.S.C. §1320a-7b
2 42 C.F.R. §1001.952
3 42 U.S.C. §1395nn
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immediate family member of the physician has a financial relationship with the DHS entity. If the elements of the law are satisfied, the referral for DHS is prohibited and the entity is prohibited from billing for the DHS provided as the result of an improper referral, unless an applicable exception can be satisfied. There are a number of regulatory exceptions to the Stark Law. Similar to the AKS safe harbors, all elements of the relevant Stark exception must be met. The Stark Law is typically implicated by payment streams from DHS entities to referring physicians. However, there could likewise be a payment from a referring physician enterprise to a DHS entity.

Under Stark, a financial relationship includes both direct and indirect ownership and compensation relationships. A direct compensation arrangement exists when the DHS entity directly compensates the physician making the referral without any intervening persons or entities. An indirect compensation arrangement exists if there is an unbroken chain of persons or entities with financial relationships between the physician and DHS entity, the referring physician receives aggregate compensation from the person or entity in the chain within which the physician has a direct financial relationship that varies with the volume or value of referrals (or other business generated), and the DHS entity has such knowledge of such activity (or recklessly or deliberately disregards it).

In the fact pattern, the direct financial relationship between Regional and Tech does not implicate the Stark Law. Tech is not a physician enterprise, nor is Tech in a position to make referrals to Regional. However, Tech does have two physician investors who are also owner-members of XYZ and in a position to make referrals based on XYZ’s clinical relationship with Regional. Regional’s relationship with Tech could potentially be considered an indirect financial relationship with the two physician investors under the Stark Law. An unbroken chain of compensation flows from Regional, through Tech, to the two physician investors. However, the aggregate compensation under the contract does not take into account the volume or value of referrals. As a result, the Stark Law would not apply.

Arrangements that violate the AKS or Stark Law could also potentially expose the involved parties to liability under the federal Civil Monetary Penalty Statute. The OIG has the authority to seek civil monetary penalties, assessments and program exclusion against an individual or entity based on a wide variety of prohibited conduct, including violation of the AKS or Stark Law. As outlined above, the repercussions can be serious—financially and criminally—based on the nature and extent of the violation.

In addition, arrangements between a hospital and hospital-based physician group could present conflicts of interest. Identifying and managing conflicts is critical due to the Physician Payments Sunshine Act (the Sunshine Act) and for IRS purposes.

The Sunshine Act requires certain manufacturers and companies to disclose physician ownership and investment held in such companies to the Centers for Medicare and Medicaid Services (CMS). The Sunshine Act also requires disclosure of other payments, benefits or reimbursement given to physicians in forms such as travel, meals and continuing medical education, among others, by entities such as teaching hospitals. There are also required disclosures related to research.

It is important to note that the reporting obligation does not fall on the individual physician; it rests with the manufacturer, company, teaching hospital or other entity. In the hypothetical, there may be reporting requirements for Tech and for Regional depending on the extent and nature of their relationships.

---

4 42 U.S.C. §1320a-7a
5 42 U.S.C. §403.900, et seq.
with physicians. Such requirements should be reviewed and complied with when evaluating and entering new physician arrangements.

In terms of conflicts, the IRS defines a conflict of interest as follows: When an individual’s obligation to further the organization’s purposes is at odds with his or her own financial or other personal interests. For example, a conflict of interest would occur when an officer, director or trustee votes on a contract between the organization and a business that is owned (in whole or part) by the officer, director or trustee.

In addition, related to exempt organizations, the IRS requires certain policies, procedures and reporting to ensure such entities put funds to proper use and that individuals in leadership positions act in good faith and avoid private inurement. What are the ramifications of non-compliance? If the IRS determines a conflict results in an excess benefit, it can impose significant penalties on the individual who receives it. The penalty can take the form of an excise tax as well as a required payback to the exempt organization itself.

There are multiple potential and existing conflicts in the hypothetical. Related to the physician investors in Tech, there could be a conflict if the physicians themselves approached Regional with a proposal for Tech to provide technology improvements (as opposed to Tech’s sales personnel). Also, XYZ’s exclusive arrangement with Regional allows XYZ physicians to participate in the evaluation of possible improvements to the anesthesia department across the health system, including technology and operational matters. If the two physician investors are involved in the evaluation process, the conflict is intensified. Similarly, there is a conflict involving Chris Smith. If and when the Board is required to vote on Tech’s proposal, Smith would have a clear conflict due to the nature of his investment in Tech.

Based on the facts, there is an important distinction to note: XYZ’s agreement with Regional gives them the right to participate in the evaluation of improvements. That does not necessarily mean XYZ has decision-making authority. On the other hand, Chris Smith does have a role in decision making at the Board level. As a result, there could be serious ramifications from an IRS perspective if these conflicts of interest are not properly disclosed and managed.

**How to Minimize or Eliminate Risk**

With the risks identified, it’s even more important to identify effective ways in which such risks can be mitigated or eliminated. The following strategies based on the fact pattern apply generally.

As a general matter, **transparency** is critical when evaluating contractual arrangements. This applies universally. Negotiations often require confidentiality; however, internally and among Regional and Tech, there must be transparency related to the terms, objectives and appropriate rationale for what is proposed. To ensure this level of transparency exists, there must be no direct or indirect, overt or covert, attempt to influence or induce the exchange referrals for any item or service covered by a federal healthcare program. This could include actions taken to incentivize, gain or maintain the exclusive relationship between XYZ and Regional.

To avoid inappropriate activity, Regional should clearly document and outline the rationale for entering the proposed arrangement with Tech and ensure appropriateness from a legal and compliance perspective. If the financial relationship is on preferred terms, articulating, understanding and documenting an appropriate rationale is especially important. Both Tech and Regional should be comfortable and willing to undergo legal and compliance review by a qualified, independent third party. This level of transparency must exist throughout all stages of the proposal, negotiation, analysis and ultimate decision. If an appropriate rationale for the preferred terms cannot be articulated, the parties should be prepared to revise the terms to satisfy such concern or walk away from the deal.

In addition, Regional must follow a defined conflict of interest policy and procedure related to XYZ’s involvement in the evaluation process as well as Chris Smith’s involvement at the Board level. The IRS has published a sample conflict of interest policy as guidance. A conflict of interest policy is intended to help ensure that when actual or potential conflicts of interest arise, a process is in place under which the affected individual or group of individuals will advise the appropriate governing body about all relevant facts concerning the situation.

---

*See Instructions for Form 1023, Appendix A – Sample Conflict of Interest Policy, available at [https://www.irs.gov/instructions/i1023](https://www.irs.gov/instructions/i1023).*
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A conflict of interest policy is also intended to establish procedures under which individuals or groups who have a conflict of interest will be excused from voting on such matters. Regional’s decision-makers must understand and follow all conflict policies and procedures to ensure the arrangement is appropriate and that any conflicted parties are identified and excused from the decision-making process, when and as appropriate. XYZ can still participate in the evaluation process of Tech’s proposal. The two physician investors should probably not participate or should have their participation limited in a manner that would not influence any recommendations or direction provided by XYZ to Regional. Likewise, it is important to note that XYZ does not have decision-making authority; the non-conflicted physicians serve merely in an advisory capacity. Documentation related to the selection process should confirm this limitation.

Related to the conflict of interest policy and procedure, an objective board or governing body should ultimately make the decision related to implementation of the proposed contractual arrangement. In the above facts, the Board would review and ultimately decide on the implementation of Tech’s proposal. In terms of process, the Board should look to Regional management for a recommendation and a detailed explanation of the arrangement, including the rationale for entering it, the benefits to all parties involved, and an explanation of any associated risks (especially related to legal and compliance). As noted above, Chris Smith should be excused from any and all votes related to Regional’s business dealings with Tech.

Concurrent with or in advance of the Board process, Regional should engage outside counsel to perform a comprehensive legal and compliance analysis of the proposed arrangement with Tech. This will help ensure the arrangement is reviewed and vetted objectively and with the requisite level of knowledge and expertise. Critical components of such analysis, which should be compiled in a formal legal opinion, include:

- Review and analysis of existing contractual relationships between the parties and how a new contractual relationship might affect them
- Analysis of the facts and circumstances in relation to relevant law (at minimum, the legal authority outlined above) and how such facts and circumstances may be viewed by regulatory authorities
- Determination as to whether or not the proposed contractual arrangement fits within a safe harbor or regulatory exception to any federal or state enforcement authority, as applicable
- Recommendation and/or completion of a fair-market value analysis by a qualified party to ensure the arrangement is within fair-market value and is commercially reasonable

**Summary**

Contractual relationships between hospitals and hospital-based physician groups vary considerably across multiple specialties. Understanding the unique facts and circumstances of each arrangement is critical—as is how such facts and circumstances would or could be viewed in relation to applicable federal and state law. Despite such considerable variation, the above mitigation strategies and processes provide an established framework for hospital administrators, physicians and other related entities to vet, approve and implement contractual arrangements and guard against healthcare fraud, waste and abuse.

**Frank Carsonie, JD**, is chair of the Health Care & Life Sciences Practice Group at Benesch, Friedlander, Coplan & Aronoff LLP and a member of the Corporate & Securities Practice Group. He is the Columbus Office partner-in-charge as well as a member of the firm’s Executive Committee. Mr. Carsonie’s practice focuses on counseling individuals and entities engaged in the healthcare industry on business transactions and regulatory matters. Mr. Carsonie is also experienced in advising individuals and entities, including public and private for-profit and non-profit companies, on organization, reorganization, mergers and acquisitions, divestitures, strategic alliances and joint ventures, capital financings, including private equity and venture capital funding, corporate governance, negotiation, drafting and enforcement of contracts, and general business counseling. He can be reached at fcarsonie@beneschlaw.com.

**Nathan Sargent, JD**, is an associate in the Health Care & Life Sciences Practice Group at Benesch, Friedlander, Coplan & Aronoff LLP. Mr. Sargent’s practice is focused on healthcare business transactions and regulatory matters, including mergers, acquisitions, contract drafting, licensure, and Medicare and Medicaid program enrollment and reimbursement. Mr. Sargent also provides counsel on matters involving corporate governance and related best practices. Prior to joining Benesch, Mr. Sargent worked in multiple capacities for a northeast Ohio health system where he maintained responsibilities in board and committee governance and administration as well as physician contracting services. He can be reached at nsargent@beneschlaw.com.
One would think (or hope) that by the time anesthesiologists complete their training and begin practicing, they have mastered not only their clinical field, but also the ability to work well with others and behave appropriately. If you’ve spent any time as a member of an anesthesia group, however, you know that it is rare for all of the physicians to “behave” all of the time.

Examples of disruptive behavior are easy to see: physicians putting each other down in front of CRNAs or other staff; inappropriate conversation with hospital administration; damaging comments made to those outside the group; lack of confidentiality regarding group matters; unprofessional behavior in the operating room; and beyond. In more than 25 years of consulting, we’ve either seen or heard it all.

Unfortunately, most anesthesia groups don’t know how to address or resolve such situations. However, while it is impossible to resolve all issues of interpersonal conflict or inappropriate behavior, anesthesia groups can take three important steps to improve their chances of success:

1. Develop a Code of Conduct.
2. Create a system to deal with disruptive physician behavior.
3. Conduct periodic peer evaluations.

**Code of Conduct**

Developing a Code of Conduct is an important first step in creating a system to deal with disruptive physician behavior. A Code of Conduct is the agreed-upon standards of behavior expected of group members. It sets out, in general terms, the reasonable standards and duties professionals are expected to observe. It is the sort of “rules of the game” that the members of the organization are required to follow.

Anesthesia groups create a Code of Conduct for the following reasons:

- As a vehicle to communicate what the group finds important about physician behavior and conduct
- As a method to improve the chances that the group will continue to have the freedom to govern itself
- As a method to hold errant physicians in check without making them feel they are under personal attack
- As a vehicle to remove personalities and private opinions if it becomes necessary to intervene in a situation

What should be considered in a Code of Conduct? Medical groups tend to focus on the following questions:

1. What behaviors do we expect of each other? What is acceptable to us? What is inappropriate?
2. What are some of the “unwritten rules” that guide our behavior that we should write down so they are universally understood?
3. What are each physician’s rights and responsibilities?

In developing the answers to these questions, it can be useful to break down the answers into various categories, as shown in Exhibit 1.

**Categories for a Code of Conduct**

- Relations/interactions between the physicians in the group
- Relations/interactions between the physicians and individuals outside of the group. Consider:
  - Patients
  - Surgeons
  - Hospital staff
- Patient care responsibilities
- Participation in practice management responsibilities
- Confidentiality of practice information
- How the group makes decisions and what decisions mean
- Compliance with applicable fraud, waste and abuse laws/regulations
- Adherence to legal contracts within the group
- Support of group-established plans
- Goals and policies
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Exhibit 2 provides an example of such a document.

Exhibit 2

Sample Code of Conduct
XYZ Anesthesia Group
Code of Conduct

Preamble
Our dealings as a group are guided by our Code of Conduct. We are committed to promoting and encouraging individuality and each member’s strengths, as long as they are consistent with high-quality patient service and the group’s larger goals.

Relationships Among XYZ’s Physicians

- If an XYZ physician has a problem, conflict or issue with another physician in XYZ:
  - The XYZ physician will not complain about the situation with others inside or outside of the group, or make condescending remarks about group members to others inside or outside of the group.
  - The XYZ physician will address the issue with the other physician privately.
- If the issue is not able to be resolved, the XYZ physician will use the Professional Practice Committee and associated process to work through the issue.
- XYZ physicians will support other physicians in the group and will not “back-stab” each other.

Relationships with Patients

- XYZ physicians will treat patients with respect at all times. This will include:
  - Involving patients in decision making.
  - Not acting in a condescending or demeaning manner.
  - Treating the patient as a customer.
  - Respecting the patient’s privacy and confidentiality.
- XYZ physicians will present a united front to the patient. XYZ physicians will not put down other XYZ physicians or their plans to patients or others.
- XYZ physicians will support one another to patients. If an XYZ physician disagrees with another physician’s approach, they will take the issue to the physician privately.

Relationships with Other Physicians

- XYZ physicians will treat other physicians as customers.
- XYZ physicians will focus on the needs of patients.
- XYZ physicians will be diplomatic when a physician does not understand the XYZ physician’s point of view.
- XYZ physicians will keep physicians abreast of clinical or medical issues.
- XYZ physicians will support all other XYZ physicians in their relationships with their physician colleagues. If an XYZ physician disagrees with another physician’s approach, they will take the issue to the physician privately.
- XYZ physicians are responsible for the decision making in the rooms they cover. It is up to that XYZ physician to make the final decision regarding the patient. In turn, other XYZ physicians will support the decision.

Relationships with Hospital Administration

- XYZ physicians will support the policies of the hospital or seek to change them as a group.
- Official communication with the hospital will go through XYZ’s president.

Relationships with Hospital Staff

- XYZ physicians will treat hospital staff with respect at all times.
- XYZ physicians will follow the hospital’s chain of command when dealing with issues and problems.
- XYZ physicians will not make condescending remarks about hospital staff in public.

Relationships with CRNAs

- XYZ physicians will treat CRNAs with respect at all times.
- XYZ physicians will provide the CRNAs with a chain of command, and will operate through that chain of command.

- XYZ physicians will medially direct or supervise the CRNAs.
- XYZ physicians will involve CRNAs in the anesthetic management of patients.

Relationships with XYZ Employees

- XYZ physicians will treat XYZ employees with respect at all times.
- XYZ physicians will provide XYZ employees with a chain of command, and will operate through that chain of command.

Relationships with All

- XYZ physicians will not verbally or physically assault anyone.
- If an XYZ physician is approached by those outside the group with a problem:
  - They will support the group to the outsider.
  - They will bring the issue back to the group for discussion.

Patient Care

- Once a patient care policy has been adopted by XYZ, all XYZ physicians will implement that policy.

Practice Management

- All XYZ physicians are expected to participate in practice management activities when asked.
- The group will find a job for everyone.

Work Effort

- When XYZ physicians are in the hospital, they will work hard.
- If an XYZ physician is needed, they will make themselves available to work.
- If an XYZ physician is in a position of responsibility, they will make themselves easy to be found.
- XYZ physicians will respond to pages in a timely fashion.

Confidentiality

- XYZ’s business is strictly confidential. This means:
  - All information is to be considered confidential unless the group agrees otherwise.
  - Information is not to be discussed with people outside of the group (except for spouses).
Information is not to be discussed where people outside the group might overhear it.

Decision making

- XYZ physicians will make practice decisions in accordance with the group’s by-laws.
- Once a decision has been made by the group, all XYZ physicians will implement it, abide by it and support it, even if they disagree with the decision.

Other

- XYZ physicians will adhere to all of the group’s legal contracts.
- XYZ physicians will comply with all applicable fraud, waste and abuse laws and/or regulations.*

While such statements may seem simple and self-evident to some, we have found that many physicians need the expected behaviors set out in black and white before they understand that they have to comply with them. If expectations are left as unwritten rules, many physicians will see them as optional.

Further, this tool gives group leaders something to hang their hat on when they must confront disruptive behavior. The matter is no longer a situation of “your opinion versus my opinion” about appropriate behavior. Instead, the discussion becomes “here is what you are doing compared to what the group has agreed to in the Code of Conduct.”

Developing a Code

What is the best way to develop a Code of Conduct? The most important step is to include all physicians in its development. If they are not involved, they will see the document as something imposed on them and will be less likely to adhere to the agreements. The best time to develop a Code of Conduct is during the group’s annual planning retreat. If physician misbehavior is particularly acute, the group might consider a separate meeting to focus on the Code of Conduct.

Dealing with Disruptive Physician Behavior

The first question often asked after development of a Code of Conduct is “What do we do if someone breaks the rules to which we have all agreed?”

There’s no doubt about it, self-governance is tough. It is made even tougher when you consider that most physicians are actually conflict avoiders who take the attitude “I will not judge lest I be judged.”

However, the group must find a way to govern itself, and part of self-governance is being equipped to deal with disruptive physicians.

One effective method is to establish a Professional Practice Committee. This Committee exists to consider physician conflict, physician performance and quality assurance concerns for the practice. The Committee will either work to resolve issues on its own or bring matters to the attention of the Board for resolution. In most situations, this Committee does not have the power to censure or take action against a physician. Instead, it serves as an intermediary step or process to try to resolve issues before significant steps are taken.

A policy for such a Committee may be found in Exhibit 3.

Exhibit 3
Sample Policy on Professional Practice Committee

MEMBERSHIP
Three physicians elected annually by the Board in July.

QUORUM AND ACTION
Quorum is two of the three physicians. Action on a matter may be taken on a simple majority.

In the event that a member of this Committee instigates or is subject to action by this Committee, the other two Committee members should appoint a member of the Board to serve as interim Committee member for that issue only.

* The Centers for Medicare and Medicaid Services (CMS) and the Office of Inspector General (OIG) have extensive physician compliance resources available on their respective websites. It is recommended for any provider group to use these regulatory resources to round out this section on compliance with more detail demonstrating alignment with both CMS and the OIG for physician practice management compliance.
MEETINGS
This Committee meets monthly to consider issues brought to its attention.

RESPONSIBILITIES
This Committee exists to consider physician conflict, physician performance and quality assurance concerns for the practice. The Committee will either work to resolve issues on its own or bring matters to the attention of the Board for resolution.

PROCESS
1. If a concerned physician has a grievance with another physician (the “physician in question”), or is concerned about quality issues related to another physician, their first step is to discuss their concerns directly with the other physician.
2. If the matter is not satisfactorily resolved in step 1, the concerned physician should handwrite their concerns and present this information to a member of the Committee.
3. At the next scheduled meeting, the Committee should discuss the issue and take one or more of the following actions:
   a. Decide if the issue has merit for further action, and if not, communicate this information to the concerned physician.
   b. Establish any necessary data-gathering to determine if the concern has merit and what, if any, further action should be taken.
   c. Meet with the concerned physician and physician in question, together or separately, to gather information or counsel the physician.
4. If the matter is not satisfactorily resolved in step 3, the Committee should develop a recommendation to the Board for further action to resolve the issue. Such a recommendation could include discipline up to and including expulsion from the group.
5. Check with your attorney to ensure that the information collected is not discoverable in any type of legal process.
6. Make sure that the process includes both shareholders and non-shareholders.

THE TIME TO ACT IS NOW
In today's competitive anesthesia market, groups cannot allow an individual physician's disruptive behavior to jeopardize exclusive contracts, stipends and other arrangements. If you don't already have them in place, now is the time to develop a Code of Conduct, a system to handle outliers, and a peer evaluation system to prevent and resolve disruptive physician situations.

PEER EVALUATION
The third leg of the stool is for the group to conduct periodic peer evaluations.

We believe that when physicians are in a group practice, they are (or should be) accountable to each other. Many top-performing groups set up a formal peer evaluation process for all the physicians in the group, including shareholders.

A peer evaluation process can take many forms and address many issues (clinical as well as behavioral). Here are a few suggestions about how to get started:
1. If you are new to peer evaluation, or if the members of the group are hesitant, set up the first evaluation so that each physician is the only one who sees their feedback.
2. If you use a form to collect information, be sure to allow room for written comments as well as checklists.
3. Set up the system so that it is conducted annually and becomes one of the group's standard operating practices.
4. Use an external third party to compile the responses. Consider using your accounting firm to do this as they are used to working with confidential information.
Some inner desire stronger than my willpower beckoned me to stare at them through the glass. I was nine years old. It was both titillating and embarrassing.

There were 10 photographs in gritty black and white, arrayed in order behind glass on the post office wall: The FBI’s 10 Most Wanted fugitives. Murderers, bank robbers and forgers. And not a physician among them.

My pediatrician Dr. Glazer’s office was across the street, but no one, I imagined, who wore such a heavily starched white lab coat could ever commit a crime. How things have changed.

I’m no longer naïve. I know that, today, even the bureaucrats who run the Department of Health and Human Services have an Office of Inspector General’s 10 Most Wanted list.

Let’s keep you off of it.

One easy and schadenfreude-filled way to do that is to learn by example, specifically by example of what I call “stupid compliance mistakes.” After all, it’s more fun to read about someone else’s stupid mistakes than it is to make one yourself. And it might just save your life, financially, professionally and personally.

But first, let’s set the stage with some background on the primary regulatory scheme that tripped up these fools, the federal Anti-Kickback Statute (AKS).

**The Federal Anti-Kickback Statute (and Other Criminal Traps)**

Hey, sometimes life’s unfair.

Paying for a referral, or getting something back for making one, is not only a good business practice for plumbers, poultry farmers and Hollywood producers, it’s a best practice.

But for anesthesiologists and CRNAs, hospitals and ambulatory surgery centers (ASCs), and, in fact, anyone or any entity in connection with referrals of federal healthcare program patients, it’s a crime, a violation of the federal AKS.

In everyday terms, the AKS prohibits the knowing and willful remuneration—that is, the offer, solicitation, receipt or transfer of anything of value—for referrals of Medicare, Medicaid, Tricare and about a dozen other sorts of federal healthcare program patients.

Violation can lead to fines of up to $25,000 for each kickback, in addition to even greater civil penalties, plus prison time of up to five years for each kickback. So, for example, paying a kickback in connection with 10 Medicare claims can land you in prison for 50 years.

In addition, violations of the AKS can trigger other federal and state crimes. Most, perhaps all, states have some companion statute prohibiting kickbacks or “fee-splitting.” Others have laws criminalizing “commercial bribery.” The transactions and communications underlying kickback violations—for example, the exchange of emails or even electronic banking transfers of the ill-gotten gains—constitute wire fraud. And that’s just the start.

With penalties so high and with compliance so simple, it’s a wonder that the AKS is ever violated. But just as life’s sometimes unfair, the world is filled with wonder.

**First Stupid Compliance Mistake: Free Drugs or Personnel**

I’d have to borrow 10 or 20 readers’ hands and toes to help count the number of times that anesthesiologists and CRNAs have told me that the administrator of some ASC or its most influential surgeon had told them that their anesthesia group must pay for anesthesia drugs or for “some help” to move “your patients” into and out of the operating room.

Those ASC “requests” are darkly funny, because the ASC is already reimbursed for those expenses. They’re an inherent element of the CPT code-based system used by both federal healthcare programs and commercial payers to pay ASCs.

You’d think that both facilities and anesthesia personnel would understand that.

Yet, in August 2016, the United States, Attorney for the Middle District of Georgia, in concert with the Georgia Attorney
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General, announced a civil settlement with a series of anesthesia businesses, collectively known as Sweet Dreams Nurse Anesthesia (Sweet Dreams). The prosecutors alleged that Sweet Dreams engaged in a scheme of providing free anesthesia drugs to ASCs in exchange for the ASCs granting Sweet Dreams exclusive contracts.

Sweet Dreams paid $1,034,416 to the U.S. government, plus $12,078.79 to the State of Georgia, to resolve the allegations.

In fact, the allegations were broader than just free drugs: the U.S. Attorney also alleged that an affiliate of Sweet Dreams agreed to fund the construction of an ASC in exchange for Sweet Dreams’s selection as the exclusive anesthesia provider at that and other facilities. How did they miss the danger in that stupid idea?

In fairness to Sweet Dreams, which fully cooperated with the government investigation, the claims covered by the settlement were allegations only. There was no determination of, and Sweet Dreams did not admit, liability.

Yet, Sweet Dreams is out the $1,046,494.79 paid in settlement plus what one might guess is a huge amount of attorneys’ fees.

**First Stupid Compliance Mistake Avoidance Tip:** Don't provide free drugs or free personnel to ASCs or other facilities. The provision of anything (whether tangible or intangible) of value in order to induce referrals of federal healthcare program patients is the same as giving cash for that same purpose. And it's a crime.

**Second Stupid Compliance Mistake: Cash**

Let’s segue to a stupid compliance mistake involving money itself.

And let’s flip the receiving end around. Let’s look at a situation in which two physician partners, one a board certi-

fied anesthesiologist, received cash for their referrals.

In May 2015, Drs. John Couch and Xiulu Ruan, both pain management specialists, were arrested based on allegations that they received $115,000 in kickbacks from Insys Therapeutics, Inc., in connection with its fentanyl drug, Subsys.

At their trial, a former Insys employee testified that the company would pay the doctors “speaking fees” based on the number of prescriptions they wrote. They apparently wrote a lot of prescriptions: Another former Insys employee who pleaded guilty to conspiring with Drs. Couch and Ruan in the scheme testified that she was under constant pressure to schedule the doctors for speaking engagements and that if she couldn’t, or if events were cancelled, she could have her pay docked.

The allegations against Couch and Ruan expanded from there. They were also charged with duping both the federal government and private insurance companies by misleading them as to diagnoses. The prosecutors alleged that their kickback-fueled scheme generated profits of $40,000,000 for their practice and controlled pharmacy.

The wheels of justice turned all the way to trial. Drs. Couch and Ruan were found guilty. In May 2017, they were sentenced to prison for 20 and 21 years, respectively.

In case you want to ask for their advice on AKS compliance, you won’t find either of the Mobile, Alabama, physicians currently residing in the state: Dr. Couch passes (or “does”) time at the Federal Correctional Institute in Forrest City, Arkansas, while Dr. Ruan enjoys the view from behind bars at the Federal Correctional Institute in Oakdale, Louisiana.

In addition to their lengthy prison sentences, the duo was ordered to make restitution of $6,282,023.00 to Medicare, $3,649,092.97 to Blue Cross/Blue Shield of Alabama, $2,285,170.70 to Tricare, and $1,695,929.00 to United Heath Group.

**Second Stupid Compliance Mistake Avoidance Tip:** The AKS runs both ways: Accepting kickbacks is just as much a crime as paying them. So, too, is offering them or soliciting them. Disguised kickbacks, such as payment for phony speakers’ fees, invariably come to light, whether from whistleblowers, co-conspirators seeking to reduce their punishment or a random audit. Don’t be foolish: Just because the entity on the other side of the deal is huge and has access to in-house and outside legal counsel doesn’t mean the deal is legal.

**Third Stupid Compliance Mistake: Easy Money**

I scream, you scream, we all scream for . . . pain cream.

In October 2017, the first guilty plea came in connection with what the government alleges was a $100 million compounded pain and scar cream scam on Tricare.

A dozen people were charged in the scheme, said to involve the payment of
kickbacks by the owners of a marketing/compounding pharmacy business, CCMGRX, LLC, to Tricare beneficiaries, prescribing physicians and marketers.

I've seen a number of pain cream schemes in my own practice. In the typical scheme, the physician, often an anesthesiologist, is offered very significant payments from the organizers for prescribing, over the phone, a particular compounded pain cream to “patients” the physician has never seen, never will see and with whom he or she will never speak again.

The government alleged a similar situation in the CCMGRX case. It alleged that a physician defendant was paid to prescribe compounded drugs to Tricare beneficiaries, writing thousands of prescriptions for patients he never met in person and for whom he conducted only a cursory consultation via telephone.

Another physician defendant was alleged to have served as the “Chief Medical Officer” for the marketing company. It's claimed that he designed a so-called “study” in which Tricare beneficiaries were paid kickbacks disguised as participation grants. According to the government, the true purpose of the “study” was to compile a list of Tricare beneficiaries who had filled prescriptions so that the defendants could calculate the amount of the kickbacks.

Perhaps because the OIG wasn't directly involved, the FBI and the Defense Criminal Investigative Service investigated the case, and the kickback allegations were charged under the AKS-related crime of federal healthcare fraud.

The physicians and other defendants each face up to 10 years in federal prison and a $250,000 fine on each count for which they are charged. In addition, the government is seeking restitution of all illegally gained profits. It's a safe bet to assume that the first defendant to flip, the one who pleads guilty in October, will be testifying against the remaining defendants.

Third Stupid Compliance Mistake Avoidance Tip: With millions at play, it's not hard to see how physicians with legitimate medical practice interests can become attracted to fast and easy money. But fast and easy money can quickly become long, hard time. The organizers of these schemes often approach physicians claiming that their legal counsel has vetted the deal: If that's true, the lawyers are criminal lawyers, as in lawyers who are criminals. Run your own compliance analysis, or just run, before you're on the run.

**Some Parting Takeaways**

You’re in charge of your own future.

Yes, I know that as more business moves from the hospital to the outpatient setting, many anesthesia providers are finding it harder to compete for business, and that many controlling the flow of anesthesia referrals are brazen about wanting something back.

And, yes, I know that many who control facilities, both hospitals and ambulatory facilities, don’t think (why they don’t think is another question) about the compliance issues inherent in the business relationships they propose or accept.

However, the real world impact of hospitals and ASCs (and pharmacies and clinical labs, etc.) gone wild is investigations (which cost money, lots of money, to deal with), whistleblower lawsuits (which cost money, lots of money, to deal with), and criminal prosecutions (which cost money, lots of money, to deal with plus, as Drs. Couch and Ruan have learned the hard way, decades behind bars).

If you can't trust a hospital that claims that the arrangement has been vetted by its attorneys and is compliant (you can’t), you certainly can't trust an outpatient facility, or your co-owners of the outpatient facility, to tell you that a stupid compliance mistake isn’t really a stupid compliance mistake.

Immediate Actionable Steps:

1. Be careful.
2. Perform a compliance assessment of any proposed dealings with those who refer to you, or to whom you refer.
3. “Red team” (i.e., perform a simulated government investigation of) your current arrangements. It’s better to find your own weaknesses than to permit a whistleblower, the OIG or an FBI agent to find them for you.

Mark F. Weiss, JD, is an attorney who specializes in the business and legal issues affecting physicians and physician groups on a national basis. He served as a clinical assistant professor of anesthesiology at USC Keck School of Medicine and practices with The Mark F. Weiss Law Firm, a firm with offices in Dallas, Texas and Los Angeles and Santa Barbara, California, representing clients across the country. He can be reached by email at markweiss@advisorylawgroup.com.
HIPAA Business Associate Agreements: Why These Contracts Matter

Kathryn Hickner, Esq.
Ulmer & Berne LLP, Cleveland, OH

No one loves drafting, reading or negotiating HIPAA Business Associate Agreements (BAAs). Yet many of us need to do so, and some of us do so daily. They are often boring, dense and technical, but BAAs are important from both a legal and a business perspective, and they deserve our attention. Failure to enter a BAA when one is required can constitute a HIPAA violation that results in substantial liability, as demonstrated by certain recent Department of Health & Human Services (HHS) settlements. A business associate who makes a disclosure that is not authorized by the applicable BAA or required by law can be subject to civil and, in some cases, criminal penalties. Further, parties are often presented with BAAs that contain onerous one-sided indemnification and other provisions that can be devastating to an organization in the event of a HIPAA breach.

The significance of a BAA is often not fully understood by the parties until something goes wrong (e.g., a HIPAA security incident or breach, an Office of Civil Rights (OCR) audit or a fracture in the relationship between the parties) and, at that point, there is limited opportunity to mitigate legal and business risk. Ideally, attention should be given at the commencement of the business associate relationship, when the parties are able, to thoughtfully addressing regulatory requirements, planning and preparing for potential adverse events and appropriately allocating risk among the parties. As with most healthcare regulatory compliance initiatives, a proactive approach with respect to BAAs is preferable.

This article provides a broad overview of certain BAA requirements and some practical negotiating tips for the parties involved.

What Are HIPAA BAAs And When Are They Required?

Simply stated, HIPAA BAAs are legal contracts that are required by applicable federal law, specifically HIPAA, under certain circumstances to further ensure that the parties will protect the privacy and security of protected health information (PHI) as defined by HIPAA. More specifically, HIPAA generally requires that covered entities enter BAAs when they engage a business associate to assist with healthcare activities and functions. HIPAA business associates must also enter BAAs with their subcontractors who constitute business associates. BAAs must be entered on or before the time when the business associate commences services for or on behalf of the HIPAA covered entity or business associate.

Before entering a BAA, it is important to confirm that a HIPAA business associate relationship actually exists and that the BAA is truly required. Otherwise, the parties are assuming unnecessary and undesirable liability. Healthcare attorneys are sometimes able to assist in structuring relationships to avoid implicating the BAA requirements.

HIPAA regulations require each BAA to contain certain elements. The parties often also include additional optional provisions to govern their relationship and allocate risk. These required provisions and many of the other common provisions are further described below. The federal government has promulgated language that provides a good example of typical BAA provisions.

Who Are the Parties to a BAA?

As described above, BAAs are entered between HIPAA covered entities and HIPAA business associates. They are also entered between HIPAA business associates and their subcontractors (who are also

---

2 For purposes of this article, “HIPAA” refers to the Health Insurance Portability and Accountability Act of 1996, and any amendments or implementing regulations (including the Privacy, Security, Breach Notification, and Enforcement Rules at 45 C.F.R. Part 160 and 164).
3 See 45 CFR 160.103 and 45 CFR 164.502.
4 45 CFR 164.504.
HIPAA business associates under the HIPAA regulations). Although three-party agreements are not required by the regulations, sometimes covered entities will require the subcontractors of their business associates to enter three-party agreements to create privity of contract between the covered entity, the business associate and the business associate’s subcontractor.

Definitions

For purposes of HIPAA, the terms “covered entity” and “business associate” each have a specific regulatory definition and meaning.  

Covered Entities

Simply stated, HIPAA covered entities are: (a) healthcare providers that electronically transmit certain transactions for which the federal government has adopted a standard, (b) health plans and (c) healthcare clearinghouses. Each of these terms is further defined in the HIPAA regulations. The federal government has promulgated a tool to assist in determining whether an organization or individual is a covered entity.  

Business Associates

Also broadly summarized, a “business associate” is a person who either: (a) creates, receives, maintains or transmits PHI on behalf of a covered entity for purposes of HIPAA. (b) provides legal, actuarial, accounting, consulting, data aggregation, management, administrative, accreditation or financial services to or for such covered entity where the provision of the service involves the disclosure of PHI. Subcontractors that create, receive, maintain or transmit PHI on behalf of a business associate are themselves business associates for purposes of HIPAA. A covered entity may be a business associate of another covered entity. That being said, it is important to note that disclosure by a covered entity of PHI to a healthcare provider for treatment purposes does not result in such receiving party being a business associate of the disclosing party. It is also important to note that the term “business associate” does not include those engaging in such activity as a member of the covered entity’s workforce. For this purpose, a covered entity’s workforce means employees, volunteers, trainees and other persons whose conduct, in the performance of work for a covered entity or business associate, is under the direct control of such covered entity or business associate, whether or not they are paid by the covered entity or business associate. Covered entities sometimes structure their relationships with individuals and organizations to satisfy this workforce exception and avoid HIPAA business associate requirements, including BAA requirements.

The HIPAA regulations and the OCR website also include numerous examples of entities that are or are not business associates.

What Provisions Are Required To Be Included In BAAs?

HIPAA requires that all BAAs include certain required provisions. Broadly summarized, BAAs must do each of the following:

- **Permitted Uses.** Establish the permitted and required uses and disclosures of PHI by the business associate. This could be done through reference to an underlying services agreement.

- **Use by Business Associate.** Not authorize the business associate to use or further disclose PHI in a manner that would violate the requirements of the HIPAA Privacy Rule, if done by the covered entity (except to the extent permitted in the BAA with respect to certain data aggregation services or certain management and administration activities).

- **Limitations on Use and Disclosure.** Provide that the business associate will not use or further disclose PHI other than as permitted or required by the underlying contract or as required by law.

- **Safeguards.** Provide that the business associate will use appropriate safeguards to prevent use or disclosure of the PHI other than as provided for by its contract.

- **Compliance with HIPAA Security Rule.** Provide that the business associate will comply, where applicable, with the HIPAA Security Rule with respect to electronic PHI, to prevent use or disclosure of the information other than as provided for by its contract.

- **Report of Unauthorized Uses and Disclosures.** Provide that the business associate will report to the covered entity any use or disclosure of the information not provided for by its contract of which it becomes aware.

---

45 CFR 160.103.  
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- **Report of Security Incidents.** Provide that the business associate will report to the covered entity any security incident of which it becomes aware.

- **Breach Notification.** Provide that the business associate will timely notify the covered entity of any breaches of unsecured PHI as required by the HIPAA Breach Notification Rule.\(^1\)

- **Agreements with Subcontractors.** Provide that the business associate will ensure that any subcontractors that create, receive, maintain or transmit PHI on behalf of the business associate agree to the same restrictions, conditions and requirements that apply to the business associate with respect to such information and agree to comply with the applicable requirements of the HIPAA Security Rule by entering into a contract or other arrangement that complies with HIPAA.

- **Access to PHI.** Provide that the business associate will make available PHI in accordance with the Privacy Rule.\(^12\)

- **Amendments to PHI.** Provide that the business associate will make available PHI for amendment and incorporate any amendments to PHI in accordance with the Privacy Rule.\(^13\)

- **Accounting of Disclosures.** Provide that the business associate will make available the information required to provide an accounting of disclosures in accordance with the Privacy Rule.\(^14\)

- **Delegation of Covered Entity’s Duties.** Provide that the business associate will, to the extent the business associate is to carry out a covered entity’s obligation under the HIPAA Privacy Rule, comply with the requirements of the HIPAA Privacy Rule that apply to the covered entity in the performance of such obligation.

- **Records to Secretary.** Provide that the business associate will make its internal practices, books and records relating to the use and disclosure of PHI received from, or created or received by the business associate on behalf of, the covered entity available to the Secretary of Health and Human Services for purposes of determining the covered entity’s compliance with the HIPAA Privacy Rule.

- **Return or Destroy PHI at Termination.** Provide that the business associate will, at termination of the contract, if feasible, return or destroy all PHI received from, or created or received by the business associate on behalf of, the covered entity that the business associate still maintains in any form and retain no copies of such information or, if such return or destruction is not feasible, extend the protections of the contract to the information and limit further uses and disclosures to those purposes that make the return or destruction of the information infeasible.

- **Termination Provisions.** Authorize termination of the contract by the covered entity, if the covered entity determines that the business associate has violated a material term of the contract. Note that the Agreement may provide the business associate with a reasonable opportunity to cure the breach.

**What Are Some of the Non-Required Provisions Often Incorporated Into BAAs?**

In addition to provisions explicitly required by HIPAA as described above, BAAs also often include additional provisions that may or may not be desirable, including, for example, the following.

- **Management and Administration.** HIPAA explicitly permits BAAs to include the following three provisions, which are often very important for business associates:
  - Use for Management and Administration or Legal Responsibilities. The BAA may permit the business associate to use the PHI received by the business associate in its capacity as a business associate to the covered entity, if necessary: (a) for the proper management and administration of the business associate; or (b) to carry out the legal responsibilities of the business associate.
  - Disclosure for Management and Administration or Legal Responsibilities. The BAA may permit the business associate to disclose the PHI received by the business associate in its capacity as a business associate for the purposes described immediately above if: (a) the disclosure is required by law; or (b)(1) the business associate obtains reasonable assurances from the person to whom the information is disclosed that it will be held confidentially and used or further disclosed only as required by law or for the purposes for which it was disclosed to the person; and (2) the person notifies the business associate of any instances of which it is aware in which the confidentiality of the information has been breached.

\(^1\) Title 45, Chapter 164, Subpart D of the Code of Federal Regulations.

\(^12\) See 45 CFR 164.524.

\(^13\) See 45 CFR 164.526.

\(^14\) See 45 CFR 164.528.
• **Data Aggregation.** The BAA may permit the business associate to provide data aggregation services relating to the health care operations of the covered entity.

• **Indemnification.** Perhaps the most heavily negotiated language of most BAAs is the indemnification language. This is because there is substantial potential liability in the event that a HIPAA breach occurs and the parties have a desire to allocate risk among themselves with respect to such potential liability in a manner that is to their advantage. In most cases, the covered entities have an interest in imposing very broad indemnification obligations on the business associate, which may include, for example, responsibility for any HIPAA security incident or breach that occurs while the PHI is in the possession or under the control of the business associate or its subcontractors, and any violation of the BAA, negligence or violation of applicable law by the business associate. The business associate has an interest in avoiding or significantly limiting any indemnification obligations. There are a wide range of potential compromise positions available to ensure that both parties are adequately and appropriately protected. Because of the potential liability exposure in this context, the parties often negotiate caps to indemnification obligations, which may be tied to insurance coverage or the revenue paid pursuant to the underlying agreement.

• **Insurance Coverage.** In addition to including indemnification obligations, the covered entities also often mitigate risk by requiring the business associate to procure and maintain cyberliability insurance coverage with specified limits. The covered entity also often desires the business associate to list the covered entity as an additional insured and to agree that the covered entity will receive notice prior to termination of the policies.

• **Other Privacy Laws and Requirements.** Many BAAs include certain state specific requirements related to PHI and other personal information as well as requirements that address other applicable federal privacy laws that may apply. HIPAA sets a minimum floor for the privacy and security of PHI but other, more stringent state and federal laws may also apply.

• **Timeframes.** BAAs often include provisions related to notice and timing requirements that are more stringent than those required under HIPAA. Before agreeing to proposed timeframes for taking action, it is imperative to consider whether the timeframes are actually achievable. Those negotiating BAAs should be careful not to set their organizations up for an unavoidable breach of the BAA.

• **Other Miscellaneous Provisions.** Numerous other provisions may also be included that are either favorable to the covered entity or favorable to the business associate. For example, a business associate may want to clarify that it can de-identify PHI, hold all ownership rights with respect to such de-identified information and use it to the extent permitted by law. A business associate may want to require the covered entities to provide the business associate with notice of limitations in the notice of privacy practices and patient restrictions. The business associate may want the covered entity to verify that the covered entity has a right to share all information that it does share with the business associate and that all necessary authorizations have been received. Covered entities may want to prohibit business associates from using PHI offshore and may want to clarify that the business associate is an independent contractor and not an agent. They may also want the business associate to adhere to the covered entity’s minimum necessary policies and procedures and provide the covered entity with certain audit and inspection rights. Whether these types of provisions are appropriate and ultimately incorporated into the BAA should depend on the specific circumstances of and relationship between the parties, and will also depend on each party’s negotiating leverage.

Because BAAs often include provisions that are unnecessary from a compliance perspective and undesirable from a legal and business perspective, organizations frequently develop standard pre-approved template BAAs for use, when required. When an organization is required to use a form other than its own template or when the other party requests changes to the template language, it is advisable to have those changes reviewed by legal counsel. This is true not only because of the technical nature of the BAA requirements, but also because of the significant legal and business risks facing healthcare providers with respect to health information data privacy and security.

As described above, although entering BAAs has become routine for many HIPAA covered entities and business associates, such contracts must be taken seriously. Paying careful attention to HIPAA BAA provisions and related compliance obligations at the commencement of a relationship can avoid substantial legal and financial challenges in the future.

---

Kathryn (Kate) Hickner, Esq, is an attorney at Ulmer & Berne LLP, where she co-chairs the firm’s Health Care Practice Group. Additional information regarding Kate’s background, experience, publications and presentations can be found at [http://www.ulmer.com/attorneys/Hickner-Kathryn-E.aspx](http://www.ulmer.com/attorneys/Hickner-Kathryn-E.aspx). She can be reached at (216) 583-7062 and [khickner@ulmer.com](mailto:khickner@ulmer.com).
What You Don’t Know Can Hurt You….

Understand and Meet the QPP Requirements

The Medicare Access & CHIP Reauthorization Act of 2015 (MACRA) marked the end of Medicare payment’s fee-for-service model and the beginning of a performance-based payment system, the Quality Payment Program (QPP). The QPP offers the choice of two tracks: the Advanced Alternative Payment Models (APMs) or the Merit-Based Incentive Payment System (MIPS). Most anesthesia practitioners participating in the QPP in 2017 will utilize MIPS.

As CMS transitions to a pay-for-performance methodology, it is easy to get lost in the acronyms and the policy. The co-sourced MACRA MadeEasy certified Qualified Clinical Data Registry (QCDR) platform guides clients through these changes and provides a structured and practice-specific platform to ensure that a practice is not only protected from penalties, but puts itself in line for incentive payments.

The pioneering MACRA MadeEasy platform can help usher you into the future of healthcare and walk you through the steps utilizing:

- Plexus TG’s Anesthesia Touch™ certified electronic health record (EHR) featuring easy data capture;
- Anesthesia Business Consultants’ FIRSTAnesthesia practice management technology and analytics; and
- MiraMed’s QCDR, a CMS-approved Qualified Clinical Data Registry

Join the 6,000+ anesthesia clinicians already reporting their performance on 2 million patients through the MiraMed QCDR, a MACRA-compliant registry. Call the MACRA MadeEasy hotline today at (517) 962-7301.

### Professional Events

<table>
<thead>
<tr>
<th>Date</th>
<th>Event</th>
<th>Location</th>
<th>Contact Info</th>
</tr>
</thead>
<tbody>
<tr>
<td>March 5-9, 2018</td>
<td>Healthcare Information and Management Systems Society 2018 Conference and Exhibition</td>
<td>Sands Expo Convention Center Las Vegas, NV</td>
<td><a href="http://www.himssconference.org/">http://www.himssconference.org/</a></td>
</tr>
<tr>
<td>March 10, 2018</td>
<td>Michigan Society of Anesthesiologists 63rd Annual Scientific Session</td>
<td>Ann Arbor Marriott Ypsilanti at Eagle Crest Ypsilanti, MI</td>
<td><a href="https://www.mymsahq.org/Events/AnnualScientificSession.aspx">https://www.mymsahq.org/Events/AnnualScientificSession.aspx</a></td>
</tr>
<tr>
<td>April 11-14, 2018</td>
<td>Becker’s Hospital Review 9th Annual Meeting</td>
<td>Hyatt Regency Chicago Chicago, IL</td>
<td><a href="http://www.beckershospitalreview.com/conference/">http://www.beckershospitalreview.com/conference/</a></td>
</tr>
</tbody>
</table>

**ABC offers Communiqué in electronic format**

Anesthesia Business Consultants, LLC (ABC) is happy to provide Communiqué electronically as well as in the regular printed version. Communiqué continues to feature articles focusing on the latest hot topics for anesthesiologists, nurse anesthetists, pain management specialists and anesthesia practice administrators. We look forward to providing you with many more years of compliance, coding and practice management news through Communiqué and our weekly eAlerts. Please log on to ABC’s web site at www.anesthesiallc.com and click the link to view the electronic version of Communiqué online. To be put on the automated email notification list, please send your email address to info@anesthesiallc.com.
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